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Abstract— The modern home automation system gives security and blissful life at residence. That is why the popularity of using home 

automation technology is increasing day by day. Our paper proposed the design and implementation of home automation, monitoring, and 

home security through the internet of things (IoT). Our system focuses on the residence to make a smart wireless home security system 

that sends an email with a picture to the homeowner if any trespass enters into the residence and also gives an alarm if any fire accident 

happened. Our system can control and monitor the house temperature, humidity, flame condition and all home devices from anywhere in 

the world. To update data our system takes just 3 seconds. As a result, a concern person can take necessary steps rapidly. Our system can 

be controlled via many ways like the Internet, smartphone, voice control and electrical switch. Our proposed method has a small cost 

design, user flexible interface and simple installation in a house. Through IoT technology, the user can minimize the wastage of electrical 

power by proper monitoring and controlling. 

Index Terms— Raspberry-pi 3 model B+, Home Automation, Web Server, Internet of Things.   

——————————      —————————— 

1 INTRODUCTION                                                                     

HE modern age is the age of technology and technology is 
never finishing process. Technology is advancing conti-
nuously and making our life easier, safer and comfortable. 

A home furnished with heating, lighting and electronic devic-
es that can be controlled and monitored remotely by computer 
or smart-phone is called a smart home.  In our busy lives, it is 
very tough to keep an eye on security but with a smart home 
system, it becomes very simple. This system can give alert au-
tomatically if anyone breaks in. 

Different types of control systems have been using various 
studies on home automation systems such as Bluetooth, GSM, 
Internet, and Speech controlled wireless interactive home au-
tomation system. [1], It has been introduced Machine to Ma-
chine system using a global system for mobile communication. 
Speech controlled automation system has been proposed in 
[2], [3]. To control home appliances Bluetooth concept is suita-
ble. Though these systems don't work remotely. A cheaply 
cost Java-based house automation process has been described 
in [4]. In [5], A ZigBee-Based system has been introduced in 
detail. The most favorite home automation system in the in-
ternational market is an internet-based home automation sys-
tem [6]. The installation cost decreases and increases system 
flexibility through wireless-based home automation and moni-
toring systems [7]. According to homeowner lifestyle internet 
of things can observe, lead and handle the 7ome conditions 
[8]. 

 On the establishment of communication infrastructure 
speed of communication, data transmission reliability, cyber-
security and enhance hardware development have been fo-
cused on most of the research in a smart home [9]. In [10], the 
paper has been presented vision, application and research 
challenges of the internet of things. 

The developed system has mainly three parts that are mon-
itor, control and security parts. The devices of the home can be 
monitored and controlled by different systems. 
Through the internet the automation system can send and re-
ceive data from the remote user by online or offline. The user 
can control and monitor the status concerning On/OFF of the 
devices of the home. The homeowner can observe the house 
temperature, humidity, and flame condition from anywhere 

and anytime by using a smart-phone or desktop or laptop. If 
any trespasses enter into the house gate camera take a picture 
automatically and send the picture to the homeowner through 
email. 

1.1 Internet of Things 

IoT means the Internet of Things. It is very tough to define IoT 
precisely. The topic IoT has been used by Kevin Ashton who is 
an expert on digital innovation. Then it became very popular. 
IoT is a network of internet-linked action capable of gather 
and barter of data or information. Many computing devices 
are embedded with our necessary appliances to the internet 
through IoT. 

IoT term has two major parts: 
 
 Internet is the backbone of connectivity 
 Things meaning objects 

 
The term internet of things is a concept but it is not specif-

ic hardware or software or electronics. 
With the introduction of IoT, The home automation sys-

tems are becoming more famous at present days research. 
Most of the devices are monitored and controlled for the 

people. Through the internet of things, it is possible to control 
and monitor home appliances. With the internet of things, the 
physical world is becoming one big information systems. To 
enhance the living value of our life IoT technology is used to 
get novelty concepts. 

1.2 Advantages of Our System 

 The system is cost-effective and flexible, when com-
pared to CCTV or other methods.  

 To update data to the server our system takes just 3 
seconds.  

 Disable persons can control home appliances through 
voice control.  

 Control from anywhere in the world through the in-
ternet.  

 It works wirelessly.  
 It ensures home security. 
 Comfort and luxury. 

T 
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Our paper is presented in the following sequences. The 
proposed system is given in section 2. System design is given 
in Chapter 3. The implementation set up is given in Chapter 4. 
The work is summarized in Chapter 5. 

2 OUR PROPOSED METHOD 

There are no users who don’t want to add more features over 
the existing system which gives more elasticity and runs with 
few general applications like a smart-phone. Our system is 
designed in such a way that abstains from the drawbacks of 
the existing system. The developed method gives more securi-
ty, comfort, and flexibility. 
      The aim of our proposed method is to design and to im-
plement a low cost and open-source home automation that’s 
able to lead most of the home and sustain the home automa-
tion system. To use wireless reliable technology to intercon-
necting many modules to the server of the home automation 
system, as a result, the proposed system gives more flexibility. 
      This system will reduce the expansion cost; will add to the 
elasticity of advancement. Figure 1 shows the block diagram 
of our proposed method. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
 

Fig. 1. Proposed Solution 

 

     Through PIR sensor human being’s presence is detected. It 
gets triggered when motion is detected. A signal is sent to 
raspberry-pi when the sensor is sensed. We can turn ON/OFF 
the devices by IoT notion and Wi-Fi configuration from rasp-
berry-pi. 

If anyone enters the house, the pi camera automatically de-
tects him/her and takes him/her picture. The picture will be 
stored and then automatically send the picture to the house 
owner's email. As a result, the house owner can take necessary 
steps after seeing the picture. 

3 SYSTEM DESIGN 

3.1 Raspberry pi 

A Raspberry-pi is a cheap cost deposit the card-shaped sole 
board computer that is invented by Pi foundation. It’s like a 
brain. Its primary advantage is processing higher-level 

processing capability. The main part of the home automation 
system is Raspberry Pi. Raspberry-pi three model B plus is 
used by us. To improve students programming skills and 
hardware understanding raspberry-pi is very helpful. 

3.2 Sensor and Camera Interfacing  

The Passive Infrared sensor module is used for motion detec-
tion. For easy operation, a PIR sensor is used. PIR sensor de-
tects a human being moving around within approximately 
10m from the sensor.   

For experimental purpose LM35 basic temperature sensor is 
used. LM35 sensor detects room temperature. A flame sensor 
is used to detect where a gas valve is open and the fire is 
present. A humidity sensor or hygrometer senses, measures 
and reports both moisture and temperature. Cameras are at-
tached at the gate for security purpose which takes the picture 
and sends to homeowner email through the internet. 

3.3 Architecture of our proposed IoT 

The proposed IoT architecture system consists of Network and 
Transport Layer, data link Layer, Application and Presenta-
tion layer, Physical Layer. IoT gateway router, device manager 
and many contact protocols are the part of the data link layer. 
All the controlling devices are included in the physical layer 
section. For controlling many devices a web portal is designed 
a web page at the application and presentation layer.  The de-
vices can also be controlled by making an app on a mobile 
phone. The web portal and mobile app do similar works. The 
proposed system IoT layer is shown in figure 2. 
 
 
 
 

 

 

 

 

 

 

 

 

 
Fig. 2. Proposed Solution of IoT layer 
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4 IMPLEMENTATION 

To examine the architecture of our proposed technique, a pro-
totype has developed that is checked in our laboratory. The 
implementation part is mainly divided into two parts. One is 
the hardware part and another is the software part. The im-
plementation part is described in details as follows, 

4.1 Hardware Implementation 

The major components of hardware parts are a Raspberry-pi 3, 
Camera, PIR sensor, LM35 sensor, Flame sensor, Humidity 
sensor, Relay Bank. Many sensors are interfaced with Rasp-
berry-pi through Python programming language and the out-
put is seen in Web and Android App. In figure 3, the circuit 
diagram is shown. 

 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 

Fig. 3. Circuit diagram of Interfaces with many sensors 

4.2 Software Implementation 

Configure the Raspberry Pi. Then, we write a code using Py-
thon programming language to remotely control lights, fan, 
television, refrigerator, and other home appliance. In figure 4, 
the demo code is shown. 
 
 
 
 
 
 
 
 
 
 
 
 
 
 

 
Fig. 4. Demo code 

 
 

We use the third-party server as Adafruit for this proto-
type but for the business purpose we use our server. We con-
nect the code between Raspberry Pi and the third-party live 
server. The Raspberry-pi is interfaced with many sensors such 
as LM35 sensors, Flame sensors, Humidity sensors, PIR sen-
sors. These sensors are continuously updated data to the serv-
er after 3 sec left. This can easily change by the user. We de-
velop an Android app using Android Studio to control and 
monitoring home appliances. First, the android app connected 
the server and sends data to the server from the user mobile 
phone via the internet when the user presses the visual button 
in this android app. Raspberry pi reads the data from the 
server and executes this instruction. Also, the Android app 
gets updated JSON data from the live server and displayed on 
the mobile screen. 

For security purpose, we interface Raspberry Pi with a 
camera to detect human and send a mail to the owner using 
OpenCV and SMTP module 

4.3 Control Via Mobile App 

Smart-phone can be accessed on the home automation system 
through IP addresses. Www.io.adafruit.com is a hosted server 
of the smart-phone and the remote user sends and receives 
data through this server. Through a smart-phone and IP ad-
dress, the user can check the status and instruct the devices. 
We have developed a web portal that can also control and 
monitor the devices. 
       To enter the system an authentication user id and pass-
word are required that protected the unauthorized user and 
ensure security. When we successfully completed our authen-
tication then we are able to visible the status of the light, fan, 
TV, and refrigerator in each of the rooms where they are 
turned ON/OFF. We are able to see all the devices and we can 
select any devices which we want to control. Figure 5 shows 
the controlling app, control devices and their status 
(on/off/temperatures). 
 

  
 

Fig. 5. Controlling app home page and List of appliances and controlling 

option 
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By using the IoT technology the control and monitor of 
the devices can be done. 

4.4 Securities 

We have ensured our home automation system devices securi-
ty through user id and password system and we have used pi-
camera to detect trespass in our residence, offices or 
workplaces in absence of the owner. When trespass enters into 
the house or office, the pi-camera detect the trespass face and 
take pictures through openCV and store into SD card, then use 
the SMTP Python library sends email automatically to real-
time concern person. 
       To send an email to any Internet machine with an SMTP 
or ESMTP listener daemon via the smtplib module defines an 
SMTP client session object. Figure 6 shows some automatically 
sent pictures to the concerned person. 
 
 
 
 
 
 
 
 
 
 
 
  

Fig. 6. Email picture 

4.5 Comparison with Existing System 

Our proposed method compared the updating data time, cost, 
controlling methods, circuit complexity, image quality and 
integration of images quality with many existing methods and 
showed that our proposed system has a better result than the 
existing systems. The table 1 shows the comparison with exist-
ing systems. 
 

TABLE 1 
COMPARE WITH EXISTING SYSTEM 

 

Serial 

No. 

Parameters Existing System Proposed System 

1 Data update 

time  

Didn’t mention Only 3 sec 

2 Control me-

thod 

Internet, Electrical 

Switch, GUI 

Internet, Electric-

al Switch, Voice 

control App 

3 Circuit com-

plication 

Complex Convenient 

4 Image quality Low High 

5 Integration of 

appliances 

Less High 

 

5 CONCLUSION 

There have been many works done by the existing method on 
home automation and security purposes. But our method is 
unique when you compare with existing method cost, securi-
ty, and sustainability. Our proposed method gives data up-
dates within 3 seconds that help to take a quick decision if any 
hazard occurs. Our system can be controlled via many ways 
like Voice control app, Smart-phone, internet, World Wide 
Web, and electrical switch that help all kinds of peoples (Spe-
cially disable persons) to control home appliances. Through 
IoT technology, our system can ensure security and comfort 
for all users. The Pi-camera sends an email automatically in-
truder picture or fire accident to concern person that enhances 
the safety of the residence and the homeowner can alert as 
well as can take necessary steps toward his family safety 
which is not possible by CCTV. This system can be used for 
mitigating the wastage of electrical power by proper schedul-
ing and monitoring of the devices. Our developed system can 
be engaged in many places such as banks, hospitals, labs, of-
fices, etc that dramatically cut back the hazard of unautho-
rized entry. Our method reaction is excellent which is sustain-
able for long time performance. We have to further work on 
live video streaming. 
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